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MONOGRAFIC DE CIBERSEGURETAT

DATES

Del 17 febrer al 5 de marg.
6 sessions de 3 hores. 24 hores de formacio presencial.
Dimarts i dijous de 17:30h a 20:30h
Suport i recursos per a practiques en linia:
- Sessi6 1 (17-2-15) - ANALISI DE RISCOS
- Sessi6 2 (19-2-15) - HACKING ETIC ENTORNS WEB 1
- Sessi6 3 (24-2-15) - LEGISLACIO | POLITIQUES DE SEGURETAT
- Sessi6 4 (26-2-15) - HACKING ETIC ENTORNS WEB 2
- Sessio 5 (3-3-15) - DISASTER RECOVERY PLA
- Sessi6 6 (5-3-15) - HACKING ETIC ENTORNS WEB 3

PROGRAMA DE LES SESSIONS

ANALISIS DE RISCOS TIC. Sessi6 1

¢ Introduccid, conceptes i terminologia

¢ Riscos als quals s'enfronta I'empresa.

¢ El risc TIC i les seves conseqiiencies.

¢ Transformar el risc TIC en termes de negoci.
¢ Bones practiques en la gestio del Risc.

¢ Pilars de la gesti6 del risc.

¢ Desenvolupament de la gestié de riscos.

¢ Estandards i metodologia.

¢ La millora continua en la gestio de riscos.
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LEGISLACIO EN CIBERSEGURETAT | POLITIQUES DE SEGURETAT.
Sessio 3

¢ Introduccio a la gestid i els nivells de la Seguretat Informatica.

e Legislacio vigent a Espanya (Directives Europees, Codi Penal, LOPD. LSSI, Signatura

electronica, Comerg Electronic, ...).

¢ Introduccid a la LOPD i el seu Reglament.

¢ Llei de Serveis de la Societat de la Informacid i Comerg Electronic.

¢ Esquema Nacional de Seguretat de la Informacio.

e Estandards i Certificacions ISO9001, 1ISO27001, ISACA, ...

¢ Pla d'Implantacid i Politiques de Ciberseguretat.

¢ Exemple de SGSI.

DISASTER RECOVERY PLAN. Sessié 5

¢ Introduccio.

 Definicions i conceptes basics.

¢ Necessitat d’'un DRP.

*Objectius i abast.

eRequeriments.

e Components d’un DRP:

Inventari de Sistemes d'Informacid.

Avaluacié de Riscos.

Business Impact Analysis (BIA).

Llistes de contactes.

Procediments de notificacid i resposta a incidencies.
Estrategies de recuperacid i desenvolupament dels processos.
Proves del Pla. Acceptacid i documentacié dels resultats.

O O O O o o o

Procediments de revisid i actualitzacié del Pla.

HACKING ETIC EN ENTORNS WEB. Sessi6 2

eIntroduccié al Hacking etic web.

oEls test de penetracio.

ePlataforma de practiques i eines disponibles.

eEscaner de vulnerabilitats (ACUNETIX, NETSPARKER, NMAP).
0 P1-SQL Injection i entorns de prova.
0 P2- Robatori de sessio per XSS.

Sessio 4
P3- CSRF.
P4- FILE INCLUSION.

P5- Accés a consola remota per web.
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P6- Atacs amb forga bruta online.

Sessio 6
P7- JOOMLA.
P8- WAF.
P9- VPN PROXIES.
P10- DDoS.

INSTRUCTORS

Professionals especialistes en cada tematica:

- Sessi6 1 — XAVIER IRIBARNE
- Sessio 3 — JAVIER ALLOZA

- Sessi6é 5 — ENRIC GOMEZ

- Sessions 2-4-6 — TON| HARO

PREUS

Preu pel curs de 24 hores:

eNormal — 350€
eCol-legiat — 250€

Minim 5 alumnes i maxim 20.

Material: memoria USB amb laboratori virtualitzat, sense cost per als assistents.
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